Instructions for Grantees Requesting a New RSAMIS Account

If you are an RSA grantee and you do not have an existing RSAMIS account, please follow the below steps to request a new RSAMIS account at rsa.ed.gov. Please note that RSA will only approve accounts for grantees who need to access the data collection forms in the new RSAMIS for reporting purposes. Members of the public do not need new RSAMIS accounts to view information on the RSA website. 
  
1. In the top right corner of the homepage, select “Create New Account” link. 

[image: ]

2. This will direct you to the “Create New Account” page. Enter your first name, last name, State, phone, and email on this page; all six fields are required. Once complete, select the button labeled “Save and move to Part II.” 
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3. This will take you to Part II where you will select the relevant programs (e.g., Vocational Rehabilitation State Grants) for which you are affiliated. 
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4. The next step in Part II is selecting the grantee for which you are affiliated. The grantees listed here are based upon the State selection you made in Part I. You are required to select at least one grantee (e.g., the State’s general VR agency). 
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5. The next step in Part II is selecting the data collection forms for which you need access. The forms that show will be based upon the programs you selected. For example, the RSA-911 and RSA-692 will be among the options if you selected “Vocational Rehabilitation State Grants.” 
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6. If you need to make changes in Part I, you may select the button labeled “Back to Part I.” If you are finished with Part II, select the button labeled “Register” to finish the process.
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7. This will take you to the Complete status and a confirmation will be displayed indicating that you have requested a new account and RSA is reviewing your request. 
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8. If RSA approves your request, you will receive an email confirming that your new RSAMIS account has been created. This email will include your username that RSA created for you. Select the link in the email to log in to the new RSAMIS and set your password.
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9. This will take you to the RSA website where a notice will read, “You have just used your one-time login link. It is no longer necessary to use this link to log in. Please change your password.”
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10. Set a new password by entering it into the “Password” and “Confirm Password” fields. Your new password must be 12 characters and it must contain an uppercase letter, a number, and punctuation. 
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11. Once you have entered the same password in both fields and it meets the password requirements, you will see a password strength indicator showing a green bar and “Password match” will read “Yes.” 
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12. Once your new password is set, a notice will read “The changes have been saved.” You will need to log out then log in using your username and the password you just established.  Select the hyperlink labeled “Log out” in the top right corner.
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13. Select the hyperlink labeled “Log in.” 
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14. Enter your username and password then select the “Log in” button. 
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15. Once you are logged in, a notice will display reading “You are required to set-up two-factor authentication here. You have 0 attempts left after this you will be unable to login.” Click the hyperlink titled “here” in this notice to set-up two-factor authentication.
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16. This will direct you to a webpage labeled “Security.” Select the hyperlink labeled “Set up application” to begin the process of setting-up two-factor authentication. 
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17. Enter your password in the “Current password” field and select the button labeled “Confirm.” 
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18. This will direct you to a page titled “TFA setup” listing three options for setting-up two-factor authentication. Select an application you want to use and install the application on your smart phone or computer. Once installed, enter the code displayed on the “TFA setup page” or scan the QR cod on the “TFA setup page” using your smart phone. Once the code is either entered or scanned, you will be given an “Application verification code.” Please enter this code code in the “Application verification code” field and select the button labeled “Verify and save.”
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19. Once the application verification code is verified, you will see the confirmation message with recovery codes. RSA recommends that you save the recovery codes by writing them down or copying/pasting them into a different location. You may need these recovery codes later if you are having issues using the application on your smart phone or computer. After you save these codes, select the button labeled “Save.”
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20. After you select “Save,” a message will read, “TFA setup complete.” 
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21. Each time you log in to the new RSAMIS, you will be required to enter your username, password, and use two-factor authentication with the application you selected to use on your smart phone or computer. 
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